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Digitalisation & cybersecurity 

 

From Cyber quantification to Cyber 

enforcement plan, with C-Level 
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Source: ICS-CERT (US) 

Digitalisation becomes transversals  
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C-Level needs to realign enterprise strategy due to 
digitalisation and cyber risks 

1) Cyber becomes an enterprise risk vector 
- Trends: Global digitalisation, Factory 4.0 
- Cyber can’t be managed only from a 

technical and operational perspective 
 

2) C-Level needs support in order to take 
decision regarding /or implying Cyber 
- Business decision 
- Cybersecurity strategy 
- Cyber Insurance 
- Investment 
 

3) C-Level needs financial figures to quantify 
cyber risks 



Cyber risk management ecosystem 
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CyPREs RM initiative, innovative methodology, on standardization 

process, a strategic vision for Top Exec customers 

Combination between 
Cyber investment and Cyber 

insurance 

Consolidated results for C-Level, rationalize and prioritize budgets, 
Then manage the cyber risks at the operational level 

Scientific support (IRT-System-X,…), international institutions (OECD, DG 
Connect, FERMA), ANSSI (French cyber agency) and business customers 

Financial dashboard example 



Digitalisation, Business and efficiency 

Cyber, Trust and Confidence 


