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Now 
Goal: Protection of (sensitive) personal data 

Means: Regulations, self-defined policies 

Technical aspects 
Definitions of what is a sensitive personal data (religion, IP 
address, voice template?) 
Research driven by medical context: one should not recognise 
someone in an anonymised database; led to the concept of 
personally-identifiable information 
Big failures: reidentification is usually easy (e.g. Netflix/IMDB 
back in 2006) 



What if we had it all wrong? 
Data analysis is progressing faster than regulation and 
anonymisation techniques 

Often people are happy to give away some privacy in 
exchange of lower prices or better services 

 

Nota bene: “some privacy” 



What if we had it all wrong? 
Most focus is on protecting the privacy of 
individuals (or entities) but sensitive data often 
lies in mixing elements from various sources 

How can a company protect its org chart? Its 
research strategy? 

 

Nota bene on anonymisation: what is important 
is not to protect your legal identity, but the 
information that may be used to take decisions 
impacting you 



New approach: 
empowering people 
Enforce the right, for anyone, to know 
what can be deduced from the data 
available 

 

Fighting against the availability of the 
data will fail (even medical data will leak, 
genetic testing is becoming so easy!) 

Fighting against misuse of the data might 
succeed 


