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Benefits of a Managed Service

 Economic

– No initial Capital Outlay

– No Need to recruit and retain specialist skills

– More economic for Small Companies

 Operational

– Allows communication between different trust areas

– Management of Export controlled data

– International Working

– Supplier / Customer interaction
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Service Provision Issues

 Code of Connection

– Using organisations must not be able to compromise the 

system and must have full trust in the integrity of the 

system.

 Levels of Assurance

– Different regulations/standards depending on National 

regulations and type of data (finance, personal, 

IPR/ITAR)

 Dependant Services

– Secure cloud, remote access (encryption) electronic and 

physical authentication
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Service Provision Issues

 Service Levels

– Availability of new certificates (registration) and on line 

verification.

 Independent/bi-lateral/Multi-Partite
– Trust between users may be at several different levels, 

Within an organisation, between two organisations 
“between a group of organisations. 

 Non Repudiation

– Confidence in the provider to correctly verify 

certificates
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Questions?

For every complex problem there is an 
answer that is clear, simple, and wrong. 

H. L. Mencken

Judge others by their questions rather than by their answers.
Voltaire 

Computers are useless. They can 
only give you answers.

Pablo Picasso
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